September 2001

M&S Guidance in DoD Defense Acquisition System Directives

The following paragraphs have been extracted from the current DoD issuances 5000.1, 5000.2 and 5000.2-R in an effort to summarize their treatment of modeling and simulation (M&S) in support of defense system acquisition.  If you identify any errors or omissions, please notify the Navy Acquisition Reform Office’s focal point for Advanced Acquisition Environments, Jim Hollenbach, at 703.360.3902 or jimh@simstrat.com.

DoDD 5000.1 “The Defense Acquisition System” (chg 1 of 04 Jan 01)
Section 4 –POLICY

Sub-section 4.5 - Effective Management

4.5.4.  Simulation-Based Acquisition.  Program managers shall plan and budget for effective use of modeling and simulation to reduce the time, resources, and risk associated with the entire acquisition process; increase the quality, military worth and supportability of fielded systems; and reduce total ownership costs throughout the system life cycle.

DoDI 5000.2 “Operation of the Defense Acquisition System” (chg 1 of 04 Jan 01)

Section 4 – PROCEDURES

4.7 – The Defense Acquisition Management Framework

4.7.1 – General

4.7.1.2.  Extensive use of modeling, simulation, and analysis should be used throughout the acquisition process to integrate the activities of the principal decision support systems by creating information for decision-makers.  Modeling and simulation (M&S) is useful in representing conceptual systems that do not exist and extant systems that cannot be subjected to actual environments because of safety requirements or the limitations of resources and facilities.  The Program Manager should plan for the integrated use of M&S that maximizes the use of existing M&S before developing program unique products.
4.7.3 - Systems Acquisition

4.7.3.2 - Begin Development and Develop and Demonstrate Systems

4.7.3.2.1 – General

4.7.3.2.1.1.  The purpose of the System Development and Demonstration phase is to develop a system, reduce program risk, ensure operational supportability, design for producibility, ensure affordability, ensure protection of Critical Program Information, and demonstrate system integration, interoperability, and utility.  Discovery and development are aided by the use of simulation-based acquisition and test and evaluation and guided by a system acquisition strategy and test and evaluation master plan (TEMP).  System modeling, simulation, test, and evaluation activities shall be integrated into an efficient continuum planned and executed by a test and evaluation integrated product team (T&E IPT).  This continuum shall feature coordinated test events, access to all test data by all involved Agencies, and independent evaluation of test results by involved Agencies.  Modeling, simulation, and development test shall be under the direct responsibility of the PM or a designated test agency.  All results of early operational assessments shall be reported to the Service Chief by the appropriate operational test activity and used by the MDA in support of decisions.  The independent planning, execution, and evaluation of dedicated Initial Operational Test and Evaluation (IOT&E), as required by law, and Follow-on Operational Test and Evaluation (FOT&E), if required, shall be the responsibility of the appropriate operational test activity (OTA).

4.7.3.2.3.  Milestone B

4.7.3.2.3.1 – Milestone Approval Considerations

4.7.3.2.3.1.2.  At Milestone B the MDA shall confirm the acquisition strategy approved prior to release of the final Request for Proposal and approve the development acquisition program baseline, low-rate initial production quantities (where applicable), and System Development and Demonstration exit criteria (and exit criteria for interim progress review, if necessary).  For shipbuilding programs, the lead ship engineering development model shall be authorized at Milestone B.  Critical systems for the lead and follow ships shall be demonstrated given the level of technology maturity and the associated risk prior to ship installation.  Follow ships may be initially authorized at Milestone B, to preserve the production base, with final authorization dependent on completion of critical systems demonstration, as directed by the MDA.

4.7.3.2.6.  System Demonstration

4.7.3.2.6.2  This phase ends when a system is demonstrated in its intended environment, using engineering development models or integrated commercial items; meets validated requirements; industrial capabilities are reasonably available; and the system meets or exceeds exit criteria and Milestone C entrance requirements.  Preference shall be given to the use of modeling and simulation as the primary method for assessing product maturity where proven capabilities exist, with the use of test to validate modeling and simulation results.  The completion of this phase is dependent on a decision by the MDA to commit to the program at Milestone C or a decision to end this effort.

DoD 5000.2-R  “Mandatory Procedures For Major Defense Acquisition Programs (MDAPs) and Major Automated Information System (MAIS) Acquisition Programs”
(June 2001)

Chapter 2 - ACQUISITION STRATEGY

C2.6.  Program Management

C2.6.3.  Integrated Digital Environment

C2.6.3.1.1  PMs shall establish a data management system and appropriate digital environment to allow every activity involved with the program to cost effectively create, store, access, manipulate, and/or exchange data digitally.  The IDE shall, at a minimum, meet the data management needs of the support strategy, system engineering process, modeling and simulation activities, T&E strategy, and periodic reporting requirements.  The design shall allow ready access to anyone with a need-to-know (as determined by the PM), a technologically “current” personal computer, and Internet access through a Commercial, Off-the-Shelf (COTS) browser.

C2.6.7 - Planning for Simulation-Based Acquisition (SBA) and Modeling and Simulation (M&S).  SBA is the robust and interactive use of M&S throughout the product life cycle.  The PM shall use SBA and M&S during system design, system T&E, and system modification and upgrade.  In collaboration with industry and operational users, PMs shall integrate SBA/M&S into program planning activities; shall plan for life-cycle application, support, documentation, and reuse of models and simulations; and shall integrate SBA/M&S across the functional disciplines.  The following SBA/M&S guidelines apply:
C2.6.7.1.  PMs shall plan for SBA/M&S and make necessary investments early in the acquisition life cycle.

The PM shall use verified, validated, and accredited models and simulations, and ensure credible applicability for each proposed use.

The PM shall use data from system testing during development to validate the use of M&S.

SBA/M&S shall support efficient test planning; pre-test results prediction; validation of system interoperability; and shall supplement design qualification, actual T&E, manufacturing, and operational support.
The PM shall involve the OTA in SBA/M&S planning to support both developmental test and operational test objectives.
DIA shall review and validate threat-related elements in SBA/M&S planning.

The PM shall describe, in the acquisition strategy, the planned implementation of SBA/M&S throughout program development, including during engineering, manufacturing, and design trade studies; and in developmental, operational and live fire testing applications.

C2.8 - Support Strategy

C2.8.5 - HSI
C2.8.5.3. Training

C2.8.5.3.1.  The PM shall summarize major elements of the training system described in DoD Directive 1430.13 (reference (v)), in the support strategy, and identify training initiatives that enhance the user’s capabilities, improve readiness, or reduce individual and collective training costs.  Planned training shall maximize the use of new learning techniques, simulation technology, embedded training, and instrumentation systems to provide anytime, anyplace training that reduces the demand on the training establishment and reduces TOC.  The PM shall work with the training community to develop options for individual, collective, and joint training for the personnel who will operate, maintain, support, and provide training for the system.

Chapter 3 - TEST AND EVALUATION

C3.1 - Test and Evaluation Overview

C3.1.1.  T&E reveals information about the program and measures performance of the system against established requirements.  The PM, in concert with the user and test communities, shall coordinate developmental test and evaluation (DT&E), operational test and evaluation (OT&E), LFT&E, family-of-systems interoperability testing, and modeling and simulation (M&S) activities, into an efficient continuum, closely integrated with requirements definition and systems design and development.  The T&E strategy shall provide information about risk and risk mitigation, provide empirical data to validate models and simulations, evaluate technical performance and system maturity, and determine whether systems are operationally effective, suitable, and survivable against the threat detailed in the System Threat Assessment (see section C6.2.4.).  The T&E strategy shall also address development and assessment of the weapons support test systems during the System Development and Demonstration Phase, and into production, to ensure satisfactory test system measurement performance, calibration traceability and support, required diagnostics, safety, and correct test requirements implementation.  Adequate time and resources shall be planned to support pre-test predictions and post-test reconciliation of models and test results, for all major test events.

C3.1.2.  The PM shall design DT&E objectives appropriate to each phase and milestone of an acquisition program.  The OTA shall design OT&E objectives appropriate to each phase and milestone of a program, and submit them to the PM for inclusion in the Test and Evaluation Master Plan (TEMP).  Completed IOT&E and completed LFT&E shall support a beyond LRIP decision for ACAT I and II programs for conventional weapons systems designed for use in combat.  For this purpose, OT&E shall require more than an operational assessment (OA) based exclusively on computer modeling, simulation, or an analysis of system requirements, engineering proposals, design specifications, or any other information contained in program documents.  (10 U.S.C. 2399 (reference (ddd)) and 10 U.S.C. 2366 .(reference (w))) 

C3.2.  T&E Strategy

C3.2.1.  Evaluation Strategy

C3.2.1.1.  Projects that undergo a Milestone A decision shall have an evaluation strategy.  Immediately upon forming, the T&E WIPT shall craft an evaluation strategy to support pre-acquisition and early acquisition process activity.  The evaluation strategy shall primarily address M&S, including identifying and managing the associated risk, and early T&E strategy to evaluate system concepts against mission requirements.  Pre-Milestone A projects will not have an ORD nor Critical Operational Issues (COIs), on which to base a detailed T&E plan.  Therefore, the evaluation strategy shall rely on the Mission Needs Statement (MNS) as its basis.

C3.2.3.  T&E Planning

C3.2.3.1.  TEMP

C3.2.3.1.1.  The PM and T&E WIPT shall produce a TEMP in support of Milestones B and C.  They shall update the TEMP at the Full Rate Production Decision Review to reflect planning for block upgrades.  The TEMP shall focus on the overall structure, major elements, and objectives of the T&E program and be consistent with the acquisition strategy, approved ORD, and C4ISP.  (See section C6.4. and Appendix 5)  It shall provide a road map for integrated simulation, test, and evaluation plans, schedules, and resource requirements necessary to accomplish the T&E program.  It shall include sufficient detail to permit planning for the timely availability of the test resources required to support the T&E program.

C3.2.3.2.  T&E Guidelines

C3.2.3.2.1.  Early T&E activities shall harmonize MOEs, MOPs, and risk with the needs depicted in the MNS, and with the objectives and thresholds addressed in the analysis of alternatives, and defined in the ORD, APB, and TEMP, as these documents become available.  The user shall establish quantitative criteria for as many MOEs and MOPs as practical.  The TEMP shall contain test event or scenario descriptions and resource requirements (including special instrumentation, test articles, ranges and facilities, and threat targets and simulations validated in accordance with a DOT&E-approved process) and test limitations that impact the system evaluation.  The Defense Intelligence Agency (DIA) shall validate the threat information associated with these elements of the T&E process.

C3.2.3.2.2  The following T&E guidelines apply:

C3.2.3.2.2.1  Test planning shall consider the use of ground test activities, to include hardware-in-the-loop simulation, prior to conducting full-up, system-level testing, such as flight-testing, in realistic environments.

C3.2.3.2.2.9  Appropriate use of accredited models and simulation to support DT&E, OT&E, and LFT&E shall be coordinated through the T&E WIPT.

C3.6. Operational Test and Evaluation

C3.6.1.  OT&E shall determine the operational effectiveness and suitability of a system under realistic operational conditions, including combat; determine if the thresholds and objectives in the approved ORD and the COIs have been satisfied; and assess impacts to combat operations.  The following procedures shall apply:

C3.6.1.2  OT&E shall use threat or threat representative forces, targets, and threat countermeasures, validated by DIA or the DoD Component intelligence agency, as appropriate, and approved by DOT&E (note:  normally not applicable to ACAT-IA programs).  DOT&E shall oversee threat target, threat simulator, and threat simulation acquisitions and validation to meet developmental, operational, and live fire test and evaluation needs.
C3.6.1.6.  Test planning shall consider M&S.  OT&E should leverage M&S used during DT&E to improve its credibility and reduce M&S development time and costs.  Whenever possible, an OA shall draw upon test results with the actual system, or subsystem, or key components thereof, or with operationally meaningful surrogates.  When actual testing is not possible to support an OA, such assessments may utilize computer modeling and/or hardware in the loop, simulations (preferably with real operators in the loop), or an analysis of information contained in key program documents, consistent with section C3.1. above.  The TEMP (see subparagraph C3.2.3.1.) shall explain the extent of M&S supporting OT&E.
C3.6.1.10.  OTAs shall participate in early DT&E and M&S to provide operational insights to the PM, requirements developers, and acquisition decision makers.
C3.8.  Live Fire Test and Evaluation (LFT&E)  (note:  Not applicable to ACAT-IA programs)
C3.8.6  DOT&E shall approve the adequacy of the LFT&E strategy before the program begins LFT&E.  The LFT&E strategy shall include full-up, system-level testing (i.e., realistic survivability or lethality testing as defined in reference Error! Reference source not found.), unless USD(AT&L) for ACAT ID programs, or the CAE for less-than ACAT ID programs, as delegated by the Secretary of Defense, waives such testing.  Waiver requests shall include an alternative LFT&E strategy, jointly reviewed by DOT&E and USD(AT&L), and approved by DOT&E.  This alternative strategy shall include LFT&E of components, subassemblies, or subsystems; and appropriate, additional, design analyses, M&S, and combat data analyses.  Following waiver approval, the waiver authority shall certify, in writing, to the Congressional defense committees, before Milestone B, or entry into System Development and Demonstration (or upon program initiation if entering acquisition at system demonstration or later), that full-up, system-level testing would be unreasonably expensive and impracticable.  The certification is required to be accompanied by a report explaining how the Department plans to evaluate the survivability or lethality of the system or program and assessing possible alternatives to realistic survivability testing of the system or program.  Therefore, the waiver authority shall include the DOT&E-approved alternative LFT&E strategy with the certification.  Essentially, the certification shall explain how USD(AT&L) or the CAE plans to evaluate the survivability or lethality of the system or program in lieu of full-up, system-level testing.  TEMPs shall address waivers and the use of alternative LFT&E, when applicable.  The MDA and the DoD Component shall consider LFT&E and the LFT&E waiver process when structuring programs and defining acquisition process entry points.

C3.9 - Modeling and Simulation (M&S)

The PM shall identify and fund required M&S resources early in the acquisition life cycle, so that M&S may be integrated with the T&E program.  The PM shall use test results to revise both the test program and test procedures.  Test results shall also be used to develop and improve models and simulations.  The T&E WIPT shall develop and document a robust, comprehensive, and detailed evaluation strategy for the TEMP, using both simulation and test resources, as appropriate.  OTAs shall develop evaluation plans consistent with the evaluation strategy.
Chapter 5 – PROGRAM DESIGN

C5.2.  Systems Engineering

C5.2.3 – The following key systems engineering activities shall occur:

C5.2.3.3.  Design Synthesis and Verification.  Design synthesis translates functional and performance requirements into design solutions that include alternative people, product, and process concepts and solutions, and internal and external interfaces.  Design solutions shall be sufficiently detailed to verify that open system performance requirements have been met.  Design verification shall include a cost-effective combination of design analysis, design M&S, and demonstration and testing.  Verification shall address design tools, products, and processes.

C5.2.3.5 - The following paragraphs discuss other important design considerations.  Their impact on total system cost, schedule, and performance shall determine the extent of their consideration during, and their affect upon, the system design process.

C5.2.3.5.2 - Modeling & Simulation (M&S)

C5.2.3.5.2.1.  The PM shall judiciously employ and reuse advanced M&S and related technologies.  The Department of Defense and industry shall collaborate to produce integration and interoperability capabilities spanning all acquisition functions and phases.  Expected results include improved acquisition program execution and superior acquired systems.

C5.2.3.5.2.2.  PMs shall leverage M&S and related technologies as part of the M&S approach supporting the acquisition strategy and program design.  They shall properly integrate M&S and related technologies throughout systems acquisition.  They shall identify and employ knowledge representation and communication techniques and procedures associated with the design, development, and life cycle of both the program and its system early in and throughout the program, as appropriate.
C5.2.3.5.2.3.  Planning the M&S Approach

C5.2.3.5.2.3.1.  The PM shall plan for and document the M&S approach as part of the acquisition strategy, and keep the approach current throughout the program life cycle.  Planning shall comply with the DoD Component implementing directives.

C5.2.3.5.2.3.2.  The PM shall accomplish the following:

C5.2.3.5.2.3.2.1  Map M&S onto the design process to identify the core M&S development that the contractor or DoD Component Science & Technology element must address;

C5.2.3.5.2.3.2.2.  Identify which steps of the design process that M&S will accomplish or facilitate;

C5.2.3.5.2.3.2.3.  Make necessary investments to enable execution of the M&S approach, including early identification of and planning for required resources;

C5.2.3.5.2.3.2.4.  Integrate M&S efforts over the life cycle of the system, from requirements and concept development, through engineering, production, testing, sustainment, and post-production support;

C5.2.3.5.2.3.2.5.  Relate M&S to other acquisition activities such as Simulation Test and Evaluation Process, CAIV, and IPPD;

C5.2.3.5.2.3.3.  The appropriate Lead Executive Component Executive or Service Acquisition Executive (SAE) and T&E authorities shall approve the M&S approach.

C5.2.3.5.2.4.  M&S Standards.  M&S standards facilitate reuse, commonality, interoperability, and credibility.  Properly applied, M&S standards reduce cost by providing approved solutions to common problems.  As part of the M&S approach in the acquisition strategy, the PM shall identify and require contractors, where practicable, to use M&S standards, where they exist.  Examples of such standards encompass authoritative algorithms and models, interoperability standards for simulations and command and control systems, and data interchange standards.

C5.2.3.5.2.5.  Relationship of M&S and Testing.  The PM shall use both testing and M&S to evaluate the performance and maturity of the system under development.  In addition, the PM shall use M&S to predict the results of operational and live fire testing events prior to the conduct of those tests.  The PM shall focus the testing program on those tests with the highest expected payback in knowledge gained.  After the tests, the DoD Component M&S offices shall use test results to validate and mature the M&S tools and databases.
C5.2.3.5.2.6.  M&S Support of SBA.  Whenever and wherever possible throughout systems acquisition, the PM shall make effective use of M&S approaches to provide a robust analysis of system performance to compliment hardware-only T&E.  The PM shall use M&S to assess a system against design to threats and analyze to threats in those scenarios and areas of the mission space or performance envelope where testing cannot be performed, is not cost effective, or additional data is required.  These analyses are performed using validated M&S, and are supported by validated test data.
C5.2.3.5.8.  Reliability, Availability, and Maintainability (RAM)

C5.2.3.5.8.2.  The PM shall plan and execute RAM design, manufacturing development, and test activities so that the system elements, including software, used to demonstrate system performance before the production decision reflect the mature design.  IOT&E shall use production representative systems, actual operational procedures, and personnel with representative skill levels.  To reduce testing costs, the PM shall utilize M&S in the demonstration of RAM requirements wherever appropriate.
C5.2.3.5.9.  HSI.  For all programs regardless of ACAT, the PM shall initiate a comprehensive strategy for HSI early in the acquisition process to minimize ownership costs and ensure that the system is built to accommodate the human performance characteristics of the user population that will operate, maintain, and support the system.  The PM shall work with the manpower, personnel, training, safety and occupational health (see paragraph C5.2.3.5.10.), habitability, survivability, and HFE communities to translate the HSI thresholds and objectives in the ORD into quantifiable and measurable system requirements.  The PM shall include these requirements in specifications, the TEMP, and other program documentation, as appropriate, and use them to address HSI in the statement of work and contract.  The PM shall identify any HSI-related schedule or cost issues that could adversely impact program execution.

C5.2.3.5.9.5.  Training.  As platform functions become increasingly automated, HSI shall match the cognitive processes of the operators and maintainers to the information processes of the platform.  Training subsystems, including training aids, devices, simulations, and simulators (commonly known as “TADSS”) and embedded training capability (where appropriate), shall evolve from being separate support functions into being an integral part of the platform’s information architecture.  The PM shall consider design options and emerging training technologies that can improve the users' performance and readiness, and reduce individual, collective, and joint training costs.  The PM shall maximize simulation-supported embedded training.  Training systems shall fully support and mirror the interoperability of the operational system.  The PM shall base training decisions on training effectiveness evaluations (see DoD Directive 1430.13 (reference (v))).  The PM shall document manpower and training requirements as soon as possible after program initiation.

C6.3  Information Interoperability

C6.3.2.  The ORD sponsor shall characterize information interoperability, as applicable, within a family of systems, a mission area, and a mission, for all IT systems, including NSS.  In developing the ORD, the ORD sponsor shall consider using the products described in the C4ISR Architecture Framework (renamed the DoD Architecture Framework in versions 2.1 and later) and universal resources such as the JTA.  The ORD sponsor shall apply the following guidance to information interoperability:

C6.3.2.2.  Participate in interoperability and supportability M&S assessments that are performed by the Military Departments or Lead Executive Component to determine the level of interoperability between systems and identify incompatibilities.
APPENDIX 2 – TEST AND EVALUATION MASTER PLAN PROCEDURES AND TEMPLATE

AP 2.3. Mandatory Format
The mandatory TEMP format for all ACAT I programs, for IT, including NSS, programs regardless of ACAT, and for other DOT&E-oversight programs….

1.  PART I--SYSTEM INTRODUCTION

b.  System Description.  Briefly describe the system design, to include the following items:

(3)  Critical system characteristics or unique support concepts resulting in special test and analysis requirements (e.g., post deployment software support, hardness against nuclear effects; resistance to countermeasures; resistance to reverse engineering/exploitation efforts (Anti-Tamper); development of new threat simulation, simulators, or targets).

3.  PART III--DEVELOPMENTAL TEST AND EVALUATION OUTLINE

b.  Future Developmental Test and Evaluation.  Discuss all remaining developmental test and evaluation that is planned, beginning with the date of the current TEMP revision and extending through completion of production.  Place emphasis on the next phase of testing.  For each phase, include:

(3)  Developmental Test and Evaluation Events, Scope of Testing, and Basic Scenarios.  Summarize the test events, test scenarios and the test design concept.  Quantify the testing (e.g., number of test hours, test events, test firings).  List the specific threat systems, surrogates, countermeasures, component or subsystem testing, and testbeds which are critical to determine whether or not developmental test objectives are achieved.  As appropriate, particularly if an agency separate from the test agency will be doing a significant part of the evaluation, describe the methods of evaluation.  List all models and simulations to be used to evaluate the system’s performance, explain the rationale for their credible use and provide their source of verification, validation and accreditation (VV&A).  Describe how performance in natural environmental conditions representative of the intended area of operations (e.g., temperature, pressure, humidity, fog, precipitation, clouds, electromagnetic environment, blowing dust and sand, icing, wind conditions, steep terrain, wet soil conditions, high sea state, storm surge and tides, etc.) and interoperability with other weapon and support systems, as applicable, to include insensitive munitions, will be tested.  Describe the developmental test and evaluation plans and procedures that will support the JITC/DISA interoperability certification recommendation to the Director, Joint Staff (J-6) in time to support the FRP Decision Review.

4.  PART IV--OPERATIONAL TEST AND EVALUATION OUTLINE

c.  Future Operational Test and Evaluation.  For each remaining phase of operational test and evaluation, separately address the following:

(3)  Operational Test and Evaluation Events, Scope of Testing, and Scenarios.  Summarize the scenarios and identify the events to be conducted, type of resources to be used, the threat simulators and the simulation(s) to be employed, the type of representative personnel who will operate and maintain the system, the status of the logistic support, the operational and maintenance documentation that will be used, the environment under which the system is to be employed and supported during testing, the plans for interoperability and compatibility testing with other United States/Allied weapon, the anti-tamper characteristics to be assessed in an operational environment and support systems as applicable, etc.  Identify planned sources of information (e.g., developmental testing, testing of related systems, modeling, simulation, etc.) that may be used by the operational test agency to supplement this phase of operational test and evaluation.  Whenever models and simulations are to be used:  identify the planned models and simulations; explain how they are proposed to be used; and provide the source and methodology of the verification, validation, and accreditation underlying their credible application for the proposed use.  If operational test and evaluation cannot be conducted or completed in this phase of testing and the outcome will be an operational assessment instead of an evaluation, this shall clearly be stated and the reason(s) explained.  Describe the operational test and evaluation plans and procedures that will support the JITC/DISA interoperability certification recommendation to the Director, Joint Staff (J-6) in time to support the FRP Decision Review.

5.  PART V--TEST AND EVALUATION RESOURCE SUMMARY

a.  Provide a summary (preferably in a table or matrix format) of all key test and evaluation resources, both government and contractor, that will be used during the course of the acquisition program.  Specifically, identify the following test resources:
(4)
  Threat Representation.  Identify the type, number, availability, and fidelity requirements for all representations of the threat to be used in testing.  Compare the requirements for threat representations with available and projected assets and their capabilities.  Highlight any major shortfalls.  Each representation of the threat (target, simulator, model, simulation or virtual simulation) shall be subjected to validation procedures to establish and document a baseline comparison with its associated threat and to determine the extent of the operational and technical performance differences between the two throughout the life cycle of the threat representation.
(7)
  Simulations, Models and Testbeds.  For each test and evaluation phase, identify the models and simulations to be used, including computer-driven simulation models and hardware/software-in-the-loop testbeds.  Identify the resources required to accredit their usage.
b.  The TEMP shall project the time-phased test and test support resources necessary to accomplish development, integration and demonstration testing and early operational assessment.  The TEMP shall estimate, to the degree known, the key resources necessary to accomplish developmental test and evaluation, operational assessment, live fire test and evaluation, and operational test and evaluation.  These shall include test and training ranges of the Major Range and Test Facility Base (MRTFB), test equipment and facilities of the MRTFB, capabilities designated by industry and academia, unique instrumentation, threat simulators, targets, and modeling and simulation.  As system acquisition progresses, the preliminary test resource requirements shall be reassessed and refined and subsequent TEMP updates shall reflect any changed system concepts, resource requirements, or updated threat assessment.  Any resource shortfalls which introduce significant test limitations shall be discussed with planned corrective action outlined.

APPENDIX 2 – TEST AND EVALUATION MASTER PLAN PROCEDURES AND TEMPLATE

AP3.2  DEFINITIONS
AP3.2.2  Live Fire Test and Evaluation

(C)
For purposes of this regulation, the term “live fire test and evaluation” does not include an assessment based exclusively on:


(i)
computer modeling; 


(ii)
simulations; or


(iii)
analyses of system requirements, engineering proposals, design specifications, or any other information contained in program documents.

AP3.3  IMPLEMENTATION

AP3.3.5  Pretest predictions are required for every live fire test event.  The predictions may be based on computer models, engineering principles, or engineering judgment, and should address a level of detail comparable to the test damage assessment methodology.  The DOT&E-approved LFT&E strategy shall address both the nature of the pretest predictions and the schedule of pretest prediction deliverables.  The deliverables and supporting documentation should identify basic assumptions, model inputs, and known limitations.  If the live fire evaluation plan incorporates the use of vulnerability or lethality models, the pretest predictions should exercise those models, and support the verification, validation, and accreditation of those models.
Ap3.5  LFT&E Documents
Conduct of LFT&E shall require the preparation and submission to OSD of the following listed documents.  Additional documentation may be prepared as part of the developmental process to support engineering tests that bear on the live fire test assessment.  Review and approval of additional documentation shall be at the Service level.

AP3.5.1  TEMP.  The TEMP summarizes where, when, and how the LFT&E issues will be tested/evaluated.  Specific LFT&E items considered for inclusion in the TEMP are: a description of the overall live fire test and evaluation strategy for the item; critical live fire test and evaluation issues; required levels of system vulnerability/lethality; the management of the live fire test and evaluation program; live fire test and evaluation schedule, funding plans and requirements; related prior and future live fire test and evaluation efforts; the evaluation plan and shot selection process; modeling and simulation strategy and VV&A; and major test limitations for the conduct of live fire test and evaluation.  Live fire test and evaluation resource requirements (including test articles and instrumentation) shall be appropriately identified early in the development cycle and appear in the Test and Evaluation Resource Summary.  The TEMP shall include an LFT&E planning matrix that covers all tests within the LFT&E strategy, their schedules, the issues they will address and which planning documents the Services propose for submission to DOT&E for approval and which are proposed to be submitted for information and reviews only.  (See also Appendix B).

ANNEX B -- DETAILED LIVE FIRE TEST AND EVALUATION PLAN

Mandatory Content
The following paragraphs outline the mandatory content of the Detailed Live Fire Test and Evaluation Plan.  No standard format is prescribed, but the Plan must contain at least the following information:

12.  A prediction of the anticipated results of each shot.  These predictions may be based on computer models, engineering principles, or engineering judgment.  Detail shall be consistent with the technique used for casualty/damage prediction.

14.  A general description, including applicable references, of any vulnerability/ lethality models to be used to support shot-line selection, pre-shot predictions, or the analysis/evaluation.  This material shall include a discussion of model algorithm or input limitations, as well as references to the sources of key model inputs.
AP5.  Appendix 5.  COMmand, Control, Communication, Computers, and Intelligence (C4I) Support Plan (C4ISP) Mandatory Procedures and Formats

AP5.5  Mandatory Format

AP5.5.1.  The mandatory C4ISP format begins on the next page.  Note: The Defense Acquisition Deskbook and the C4ISR Architecture Framework (renamed the DoD Architecture Framework in versions 2.1 and later) contain additional guidance for preparing the C4ISP and the selected architecture products (OV-1, OV-2, OV-3, OV-6c, SV-1, SV-6, and TV-1) that are required for the C4ISP.

3.  Operational Employment
3.2  Operational Employment Requirements: Identify the impact of the information exchanges and information needs on the supporting infrastructure and ISR systems, and on other IT, including NSS, interfaces that are critical to mission success.  Where possible, this information should be based on modeling of Operational Situations (OPSITs) within which the system will perform.  Since it is impractical to model all possible situations, a high tempo situation such as a major theater war and a low tempo situation such as a Noncombatant Evacuation Operation (NEO) should be used.  Where formal modeling has not been done, the best available information on likely and peak employment rates (communications load and throughput) should be used in its place.  Discuss the threat and tactical considerations, describe time-critical events required to meet operational objectives, and address workload considerations based on the operational employment concept.   Include Operational Event/Trace Description (OV-6c) views when needed to clarify the time-critical nature of information for each mission.

4.  Derived C4I Support Requirements
4.2  C4ISR Support to Other Functions:  Describe any special C4ISR support that is required for acquisition or sustainment of the system.

4.2.3.  C4ISR Support to Training:  Identify the C4ISR infrastructure and IT, including NSS, required to support training activities both prior to and after IOC.  Discuss anticipated C4I support to training required for each of the three mutually supporting pillars of training: unit, institution, and self-development.  Identify anticipated operator, crew, and netted training that may be required to support joint or combined operations.  Identify anticipated use of computer-based training modules, simulations, and major exercises.
AP6.  Appendix 6 Technology Readiness Levels and Their Definitions

AP6.1  Technology Readiness Levels

The following matrix lists the various technology readiness levels and provides a description of each.

	Technology Readiness Level
	Description

	6.  System/subsystem model or prototype demonstration in a relevant environment
	Representative model or prototype system, which is well beyond the breadboard tested for level 5, is tested in a relevant environment.  Represents a major step up in a technology’s demonstrated readiness.  Examples include testing a prototype in a high fidelity laboratory environment or in simulated operational environment.
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