Session 9


Managing Risk in PBC





Session Theme 


Performance-Based Contracting (PBC) does not eliminate risk. Practitioners of PBC must understand the risks peculiar to PBC and develop the skill to plan for and mitigate those risks.


Session Competencies


By the completion of this session, participants will be able to:


Identify the major risk considerations involved in PBC


Understand the relationship of performance requirements on selection of the contract method/type of contract


Define performance risk factors for the Government and contractors
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�
9.0	Overview


9.0.1	Practical Example


�


�
9.0.2	Definition


Risk is defined as the uncertainty of attaining a performance outcome or result and is the function of the probability and the consequence of failing to attain the performance outcome or result.


Risk Management is the act or practice of controlling risk. This includes identifying and tracking risk areas, developing mitigation plans as part of risk handling, monitoring tasks and performing risk assessments to determine how risks have changed. Risk management process activities fall into four broad elements and are performed with many iterative feedback loops.


�


Risk Planning - The process of developing and documenting organized, comprehensive and interactive strategy and methods for identifying and tracking risk areas, developing risk mitigation plans, performing risk assessments to determine how risks have changed, and planning adequate resources.


Risk Assessment - The process of identifying and analyzing program area and critical technical process risks to increase the likelihood of meeting performance, schedule and cost objectives. It includes risk identification and risk analysis. Risk identification is the process of examining the program and each critical technical process to identify and document risk areas. Risk analysis is the process of examining each identified program and process risk, isolating the cause, and determining the impact. Risk impact is defined in terms of its probability of occurrences, its consequences, and its relationship to other risk areas or processes.


�
9.0.2	Definition, cont’d


Risk Handling - The process that identifies, evaluates, selects and implements risk handling options to set risk at acceptable levels given program constraints and objectives. This includes the specifics on what should be done, when it should be accomplished, who is responsible, and the cost impact. The most appropriate strategy is selected from these handling options and documented in the risk handling plan.


Risk Monitoring - The process that systematically tracks and evaluates the performance of risk handling options against established metrics throughout the acquisition process and develops further risk handling options or executes risk mitigation plans, as appropriate.


9.0.3	Relevant Policy and Resources


DOD Directive 5000.1


DOD Regulation 5000.2


ASN(RD&A) “BMP Methods and Metrics for Success”


JACG Non-Government Standards-Integrated Product Team - “Risk Management”, 24 September 1996, Draft


Turbo-Streamliner


Risk Policy Guide








�
9.1	PBC Risk Considerations


9.1.1	RFP Provisions/Clauses/Contract type
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Many acquisition reform initiatives seek to move the acquisition system from a risk averse to a risk management philosophy. They streamline processes, reduce oversight and control, and seek to reduce cost. In balancing these actions, concomitantly greater emphasis is required on offerors’ risk mitigation techniques.


The RFP should focus primarily on what is essential for the source selection decision. Each program will have unique requirements and risks. The RFP should therefore be tailored to reflect individual needs and risks of that specific program. This tailoring should eliminate or reduce elements which have no significant influence on the source selection decision and thereby reduce proposal preparation and proposal evaluation efforts. If this is done, the offerors are spared the expense of preparing proposals (plans, etc.) for aspects that will not be significant discriminators in the source selection decision and the government is spared the expense of conducting unnecessary evaluations.


Before the draft RFP is developed, a risk analysis should be accomplished by the program office with inputs from potential offerors to update program planning. The quality of this effort will be significantly improved by as much interaction with industry as possible. The technical, schedule and cost issues identified should be discussed in the pre-solicitation stage, before the RFP is 


9.1.1	RFP Provisions/Clauses/Contract Type, cont’d


released. In this way, the critical risks inherent in the program can be identified and addressed in the RFP.


There are many ways to evaluate and manage the risk connected with a program; those used should be appropriate to the program’s size, complexity, and stage in the acquisition process. As the system proceeds further into the acquisition process, more quantitative treatment of risk should be possible. Each of the risk management activities contributes to assuring that specified requirements are addressed by the contractor. However, each adds cost to the resulting product, and to some degree, reduction. While recognizing the need for risk management in these areas, the acquisition strategy and the quality assurance provisions of the specification should be structured to minimize the added cost.


The best value contractor should have an acceptable capability to manage the contract effort. The Program Manager and the Integrated Logistics Support Manager have to assess this capability and decide how much flexibility can be provided, how much risk is entailed. This should be done in the source selection process and used to structure the program management tasks in the resulting contract. The frequency of reviews and technical reports, work breakdown structure specification, specification and method of cost reporting should also be tailored by the contract purpose, type, and value.


�
9.1.1	RFP Provisions/Clauses/Contract Type, cont’d


�


There are several important risk management items to incorporate in an RFP.


Sections L (Instructions to Offerors) and M (Source Selection Criteria) should address risk mitigation proposals for all risks impacting critical objectives.


Establish an integrated functional review requirement in the SOW. This is critical to influencing integration of the contractor’s design effort, itself a risk mitigation factor.


Tailor the review, report and management structure requirements to the contract purpose, type and value.


Incorporate appropriate test requirements in the contract specification.


9.1.2	Past Performance


Since the quality of every product is determined primarily by the product design and the manufacturing process, the past performance of a contractor, overall past management capabilities, and the quality of his product should be evaluated during the source selection process.


Requirements should be included in Sections L and M soliciting information on the offeror’s past performance as it relates to the use of currently proposed risk management techniques.


�
9.1.3	Commercial Items


The government preference for commercial items carries its own set of risks. What are some of the more common risks associated with commercial items?


�


�
9.1.4	Performance Risk Requirements
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The performance risk requirements in the contract for products or systems should include testing requirements that address the following:


Systems test and evaluation is conducted to ensure that systems meet the performance requirements of the specification. The continuous assessment approach for system test and evaluation should provide feedback to the developer and producer to improve design and performance. 


The contractor is responsible for performing tests required by the specification in the contract. The Navy may witness these tests or verify the results by conducting operational tests or having them performed by an independent testing or inspection organization. It is appropriate that the contractor develop the testing regime and conduct the testing program based on factory equipment and processes. Requiring specific inspection equipment and the amount of inspection will limit the efficiency of the manufacturing facility, add cost and limit competition. The test and evaluation process, for both the contractor and the government conducted tests, is continuous. Large amounts of data and analysis are accumulated to substantiate the system’s performance. This large body of evidence is the foundation of the evaluation process and should be kept in mind when establishing requirements for evaluations.


9.1.4	Performance Risk Requirements, cont’d


Simultaneous and continuous evaluation can be effective techniques for reducing development testing. Involving the Navy’s development tester and evaluator as a member of the program’s IPPD team can improve communications and assist in tailoring requirements to minimize risk reduction costs.


Use simulation in development to combine and reduce testing.


Use existing test facilities rather than pay for the construction of new facilities. 


The risk requirements in services should address the following evaluation or quality assurance considerations:


�


Lack of formal, measurable performance standards.


Lack of formal surveillance plans to facilitate assessment of contractor performance.


Lack of performance incentives and deduction schedules.


Use of cumbersome and intrusive process-oriented inspection and oversight programs to assess contractor performance.


Lack of commitment to performance-based contracting; cultural inertia.


Lack of experience in using PBC.





9.1.4	Performance Risk Requirements, cont’d


�There are additional risks identified by OFPP in using PBC:


Invoking unnecessary standards; not carefully written; unduly burdensome.


Improper levels of performance; too high; too low.


Lack of market research.


Inappropriate or excessive application of specifications.


Inappropriate use of specs which can result in:


Confusion or errors in performing work


Undermining government’s ability to enforce required performance.


Unjustifiable increases in cost of performance.


Unwarranted description of how work is to be performed.


Discouraging contractor use of innovative or cost-effective performance.


Lack of historical basis for workload projections.


Lack of balance between performance, cost and schedule requirements.


Lack of follow-up/feedback on the effectiveness of performance requirements to new contracts or option years in existing contracts.


Use of imprecise, unclear wording.


Inconsistent use of terminology throughout RFP.


Use of wrong contract type.


Lack of partnering and alternative disputes resolution (ADR).”


�
9.1.5	RFP Requirements for Contractor’s Proposals - Proposal Risk and Performance Risk


Offeror’s Risk Analysis


The RFP may include a requirements for the offerors to prepare and submit a program risk analysis as part of the proposal. This analysis should identify the expected risks areas and the offeror’s recommended approaches to minimize the effects of those risk areas. This will support the government’s source selection evaluation and the formulation of a most probable cost estimate for each proposal.


Offeror’s Program Plan


The offeror’s program plan must be developed and documented in the proposal at an adequate level to identify risks in the offeror’s approach and define risk management activities to be employed throughout the program. The program plan should provide a work breakdown structure (WBS), a top-down list of activities and critical tasks starting with an integrated master plan, associated schedules of tasks and milestones rolled up into the integrated master schedule, and an estimate of the funds required to execute the program, with particular focus on the resource requirements for the high risk areas.


Required Proposal Information 


The information required and the level of detail will depend on the acquisition phase, the category and criticality of the program, as well as the contract type and dollar value. However, the detail submitted with the proposal must be at the level necessary to identify possible conflicts in the schedule and support the government’s proposal evaluation. 


Assessing Risks


The purpose of a source selection is to select the contractor whose performance can best be expected to meet the government’s requirements at an affordable price. To perform this evaluation, the government must assess both proposal risk and performance risk for each proposal. 


Proposal risk refers to the risk associated with the offeror’s proposed approach to meet the government requirements. The evaluation of proposal risk includes an assessment of proposed time and resources, and recommended adjustments.


Performance risk is an assessment of each contractor’s present and past work record (past performance) in order to determine the offeror’s ability to perform the requested effort.


�
9.1.6	Cost


�


Risk management is not only concerned with technical performance risks. The Navy program manager, the offerors and the winning contractor must also be concerned about the risks associated with completing the work under the contract within cost.


Cost risk considerations should include:


Are the cost risks built on the technical and schedule assessments?


Does the cost risk assessment translate technical and schedule risks into dollars and cents?


Are there cost estimates for each risk handling option?


Does the cost estimate derive from integrating technical and schedule risk impacts to resources?


Does fiscal year planning support the cost estimate?


Do the cost estimates provide for any excursions from: 


Near term budget execution impacts


External budget changes and constraints? 


�
9.1.7	Schedule


�


Similar to technical and cost concerns there should be schedule requirements addressed in the RFP.  Schedule risk considerations should :


Schedule supports program baseline schedule.


Incorporate technical assessment inputs to program schedule model.


Quantify schedule excursions reflecting schedule impacts if risk mitigation fails.


Provide schedule impacts for risk handling options as part of risk handling.


Quantify schedule excursions reflecting impacts cost risks, including resource constraints.


Reflect technical foundation, activity definition and inputs from technical and cost areas.


Document schedule basis and risk impacts for the risk assessment.


�
9.1.8	Risk-Sharing Between the Government and Contractor


�


�One of the key elements of the acquisition strategy is to determine whether a particular risk is to be shared with the contractor or retained exclusively by the government. For example, by directing the use of Government Furnished Equipment (GFE), the government usually retains the entire risk related to the inherent performance of the GFE. However, a less clear case would be an example derived from the definition of a system’s operational environment. If a system’s vibration environment is unknown, this would potentially affect the system’s performance, including reliability, and should be considered a program risk area. At least two choices are possible for sharing this risk.


The government makes an engineering estimate of the expected range of vibration environments and provides a requirement that the system meet those environments. In this case, the government retains the risk: if the environment is worse than specified, the contractor has no responsibility to fix the system.


The government includes a contract work task to measure the range of environments and to design the system to survive those environments. In this case, the contractor has a responsibility to make the system perform in its operational environment.


�
9.1.8	Risk-Sharing Between the Government and Contractor, cont’d


The key concept here is that the government shares the risk with the contractor, not transfer risk to the contractor. The government always has a responsibility to the system user to develop a capable system, and can never absolve itself of that responsibility. Therefore, all program risks, whether primarily managed by the government or by the contractor, are of interest to the government and must be assessed and managed by the government. Once the government has determined which risks and how much of each risk to share with the contractor, it must assess the total risk assumed by the contractor.


A prime government consideration is the equitable allocation of risk, with its associated cost consequences, between the government and its contractors. Contractors should not be required to accept financial risks which are inconsistent with their ability to control and absorb risks.


These financial risks are driven, in large measure, by the underlying technical and programmatic risks in a program. This requires the government contracting officer to select the proper type of contract based on an appropriate risk assessment, in addition to the selection principles set forth in FAR, Part 16. In short, there must be a clear relationship between the selected contract type and the assessed program risk.


�
9.2	Contract Administration Factors


9.2.1	Oversight vs. insight of contractor activities


Prior to acquisition reform, the practice within Navy, has been to require test, inspection, examination, and evaluation for each requirement, ranging from incidental dimensions to critical performance requirements, all at ambient and extreme environments. These all added significant cost to the products. Once established, these provisions are difficult to change even though the contractor may have demonstrated an acceptable process(es) capability. Under acquisition reform we must rethink this approach.


It is important that the government reassess the program risks continually. As the system design matures, more information becomes available to assess the degree of risk inherent in the effort. If the risk changes significantly, the risk handling approaches should be adjusted accordingly. If the risks are found to be lower than previously assessed, specific risk handling actions may be canceled or scaled back, and the funds reprogrammed for other uses. If they are higher, or new risks found, the appropriate risk handling efforts should be put into place.


�
9.2.2	The Risk Management Participants 


�


� 


�
9.2.2	The Risk Management Participants, cont’d 


Effective risk management requires early and continual involvement of all the program team as well as outside help from subject matter experts, as appropriate. These players include the customer, laboratories, acquisition, contract management (contracting officers and contracting officers representatives), test, logistics, and sustainment communities, and above all, industry.


Effective management of a program’s risks requires a close partnership between government, industry, and later, the selected contractor(s). The government should understand the differences in the government’s view of risk versus industry’s view and ensure all risk management approaches are consistent with program objectives. Both the government and industry need to understand their respective roles and authority while developing and executing the risk management effort.


9.2.3 Characteristics of Successful Risk Management


Feasible, stable, and well understood user requirements


A close partnership with user, industry, and other appropriate participants.


A planned risk management process integral to the acquisition process


A program assessment performed early to help define a program which satisfies the user’s needs within acceptable risk


Identification of risk areas, risk analysis and development of risk handling strategies


Acquisition strategy consistent with risk level and risk handling strategies


A defined set of success criteria that covers all performance, schedule, and cost elements


Metrics used to monitor effectiveness of risk handling strategies


Formally documented
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