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SECNAV | NSTRUCTI ON 5200. 35E

From Secretary of the Navy

Subj: DEPARTMENT OF THE NAVY (DON) MANAGERS | NTERNAL CONTROL
(M C) PROGRAM

Ref : (a) Title 31, U S. Code, Section 3512
(b) OMB Circular A-123, Revised, (Managenent’s
Responsibility for Internal Control) 21 Dec 2004
( NOTAL)
(c) United States Navy Regul ations, 1990
(d) DoD Instruction 5010.40, Managers’ Internal Contro
(M C Program Procedures, of 4 Jan 2006
(e) SECNAV M 5200. 35
(f) SECNAVI NST 5430. 7N
(g) Governnent Accountability Ofice GAQ Al MD-00-21. 3. 1,
Standards for Internal Control in the Federa
Government, of Nov 1999 ( NOTAL)
(h) Title 6, U S. Code, Section 101 Note
(i) SECNAV m5214.1
Encl : (1) Definitions

1. Purpose. To provide revised Managers’ Internal Control (M Q)
policy for the Department of the Navy (DON) to all DON
conmponents. This is a conplete revision and should be read in
its entirety.

2. Cancellation. SECNAVINST 5200. 35D.

3. Background

a. DON personnel are responsible for the proper stewardship
of Federal resources as a basic obligation of their public
service in accordance with references (a) and (b). They nust
ensure government resources are used in conpliance with | aws and
regul ations, consistent with mssion, and wwth m ninal potential
for waste, fraud, and m smanagenent.

b. Managenent controls (MCs) and Internal Controls (1Cs) are
synonynmous terns to describe the tools mlitary and civilian
managers use to achieve results and safeguard the integrity of
programs in accordance with reference (c).
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c. |Cs are sound managenent practices and play an inportant
rol e in achieving business and nmi ssion objectives throughout the
DON. Managers shoul d not be encunbered by controls but rather
benefit fromthem Managers nust ensure an appropriate bal ance
bet ween too many and too few control s.

d. Reference (d) provides the Departnent of Defense (DoD)
instruction on establishing a MC program which is conprised of
FMFI A Overall Process and FMFI A Over Financial Reporting.

e. MC prograns shall enconpass the GAO s five standards for
IC. (1) Control Environnent, (2) Ri sk Assessnent, (3) Control
Activities, (4) Information and Communi cati ons, and (5)
Monitoring. The design, operation, and docunentation of the
organi zation's prograns should provi de reasonabl e assurance t hat
the objectives detailed in references (a) and (b) are net.

f. Reference (e) will be updated and provi ded each year to
assi st commands in conplying with this instruction. This nanual
fulfills the DoD M C Strategy docunentation requirenments as
defined in reference (d).

4. Definitions. The terns, standards, and other applicable
concepts used in this instruction are defined in enclosure (1).

5. Policy

a. It is DON policy that commands establish MC progranms to
eval uate and report on the effectiveness of |1Cs throughout their
organi zati ons and make corrections when necessary. Conmands
shal | use organi zati onal assessnents, eval uations, and ot her
contributing information (performance netrics, external audits
and inspections, etc.) as forns of nonitoring |ICs.

b. DON organi zations shall inplenment a systemof ICs to
provi de reasonabl e assurance that the foll owi ng objectives are
net :

(1) Effectiveness and efficiency of operation;
(2) Reliability of financial reporting; and
(3) Conpliance with applicable | aws and regul ati ons.
c. Inplenmentation of this program should not duplicate
exi sting control efforts, but rather conplenent other efforts
(e.g., Financial |nprovenent Program Naval Safety Program

per formance apprai sal processes/ National Security Personnel
System etc.). For exanple, this program should be considered in
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eval uati ng supervisory performance elenents relating to resource
managenent .

d. In addition to the DON M C program the DON Ri sk and
Qpportunity Assessnent is a SECNAV directed annual data call |ed
by the Naval Inspector General (NAVINSGEN) in which Navy and
Marine Corps Echelon | and Il activities identify high-I|evel
vulnerabilities that represent significant challenges to senior
naval |eadership. The purpose of the annual DON Ri sk and
Qpportunity Assessnent is to guide the devel opnment of the Annual
Oversight Plan. Both the Ri sk Assessnment and Oversight Plan are
revi ewed and approved by the Oversight Planning Board, chaired by
the Under Secretary. Leadership can consider including risks
identified through the DON Ri sk and Cpportunity Assessnent as
part of their internally-identified MC risk assessnent. Risks
fromthe DON Ri sk and Cpportunity assessnment, and conmand or
activity-identified risks, can then be assessed to aid in
identifying control deficiencies. Wile the DON Ri sk and
Qpportunity Assessnent and the M C program serve different
pur poses, they should be viewed as conpl enmentary processes that
both involve risk identification and assessment.

6. Responsibilities. The following responsibilities are
assi gned:

a. Per reference (f) the Assistant Secretary of the Navy
(Fi nanci al Managenent and Conptroller) (ASN(FM&C)) or a senior
manager designated by himor her shall:

(1) Devel op policy and procedures which enphasize
prevention and correction of waste, fraud and m snanagenent,
while elimnating duplication in collecting and assessi ng
per f or mance dat a;

(2) Issue applicable inplenmentation gui dance and assign
adequat e resources to ensure the policy provisions of this
instruction are inplenented;

(3) Develop and mai ntain policies and procedures for the
appropriate use of travel cards consistent with the requirenents
of Appendi x B of reference (b);

(4) Designate Major Assessable Units. Assign to the
head of each mmj or assessable unit the responsibility and
accountability for establishing and assessing | Cs consistent with

reference (d). This senior executive will be known as the
Assessabl e Unit Manager for that nmmjor assessable unit. The
Assessable Unit Manager will have a critical elenent in their

per f ormance apprai sal addressing their M C program performance;
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(5) Separate the MC programinto the follow ng two
di stinct assessment and reporting processes:

(a) Program operational, and adninistrative
controls except for the controls over financial reporting. This

process will be known as the FMFI A Overall Process.

(b) Financial reporting internal controls. This
process will be known as the FMFI A Over Financial Reporting
Process.

(6) Establish a Senior Managenent Council to provide
oversight of the FMFI A Overall Process and assist in the
identification of IC deficiencies that nmerit reporting as
mat eri al weaknesses;

(7) Establish a Senior Assessnment Team for each
Fi nanci al Statenent Reporting Entity (FSRE), as defined in the
DoD Annual Gui dance, to provide oversight of the FMFI A Over
Fi nanci al Reporting Process and ensure the organi zation adheres
to the procedures established in Appendix A of reference (b);

(8) Ensure adequate training and tools are avail able for
DON organi zations to conply with M C gui dance and i ssue
i nformati on on obtaining these resources;

(9) Ensure all DON nmaj or assessabl e units conduct an
assessnent of |Cs;

(10) Monitor inplenentation of the program and establish
foll owup systens to ensure acceptabl e perfornmance and pronpt
correction of items to be revisited, reportable conditions
(formerly known as significant issues), and material weaknesses
reported in the annual DON Statement of Assurance (SQA);

(11) Provide pronpt assistance to other DoD Conponents
in resolving material weaknesses that are DON-rel ated;

(12) Appoint a Senior Accountability Oficial in witing
for each reported material weakness to ensure pronpt resol ution
of the material weakness in accordance with the projected
conpl etion date and in accordance with the guidelines of
references (b) and (g), and the M C Program Annual Gui dance
provi ded by O fice of Under Secretary of Defense (Conptroller).
The Seni or Accountability O ficial nmust be selected, in
coordination with the appropriate Maj or Assessable Unit, from DON
seni or managenent and shall not be del egated bel ow t he Seni or
Executive Service or Flag Oficer level. Pronpt resolution of
the material weakness for which the official has responsibility
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Wi

Il be incorporated into the performance apprai sal of the senior
of fi

ci al;

(13) Require a quarterly update on the status of itemns
to be revisited, reportable conditions, and materi al weaknesses;

(14) Prepare and subnit the annual DON SOA, signed by
the Secretary of the Navy or the principal deputy, to the
Secretary of Defense. The DON SOA shall certify to the |evel of
assurance as outlined in the DON M C Manual for:

(a) FMFI A Overall Process; and

(b) FMFI A Over Financial Reporting Process for
each FSRE identified in the DoD Annual Gui dance.

(15) Maintain and submit docunentation requirenents for

FMFI A Over Financial Reporting to the Ofice of Under Secretary
of Defense (Conptroller) as outlined in the DoD M C Annual
Gui dance. The DON docunentation requirenments for FMFI A Over
Fi nanci al Reporting Process include:

(a) Process narratives and flow charts

(b) Ri sk anal yses;

(c) IC assessnents; and

(d) Corrective action docunentati on.

b. The Seni or Managenent Council shall:

(1) review the MC program and advi se the ASN(FM&C) on
| C matters;

(2) ldentify control deficiencies that nerit reporting
as material weaknesses.

c. The Senior Assessnent Team (SAT) shall:
(1) Review the scope of the assessnent, i.e., those
financial reports covered by the assessnent and the processes
t hat i npact those reports;

(2) Ensure that assessment objectives are clearly
comuni cat ed t hroughout the DON,

(3) Ensure that assessnments are carried out in a
t hor ough, effective, and tinely nmanner;
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(4) Monitor the progress of inplenmentation of corrective
actions; and

(5) Report assessnent results to DON Audit Conmitt ee.
d. The Auditor General of the Navy (AUDGEN) shall:

(1) Evaluate and discl ose conpliance with this
i nstruction during audits;

(2) ldentify, summarize, and report quarterly IC
acconpl i shnments and control deficiencies detected during the
conduct of audits; and determ ne inpedinments to resolving
identified control deficiencies;

(3) In coordination with the NAVI NSGEN and Director,
Naval Crimnal Investigative Service (NCIS), revise
NAVI NSGEN AUDGEN/ NCI S pl ans, as necessary, to ensure
conpatibility with IC goals and to elinnate duplication in
col l ecting and assessi ng performance dat a.

e. The Naval |nspector Ceneral shall:

(1) Evaluate and discl ose conpliance with this
i nstruction during inspections;

(2) ldentify, summarize, and report quarterly IC
acconpl i shnments and control deficiencies; and deterni ne
i npedi ments to resolving identified control deficiencies
di scovered during the conduct of inspections; and

(3) In coordination with the AUDGEN of the Navy and
NCI S, revise NAVI NSGEN AUDGEN NCI S pl ans, as necessary, to ensure
conpatibility with IC goals and to elininate duplication in
col l ecting and assessi ng performance dat a.

f. The Director, Naval Crimnal Investigative Service shall:

(1) Identify, summarize, and report quarterly IC
acconpl i shnments and control deficiencies during the conduct of
i nvestigations; and

(2) In coordination with the AUDGEN of the Navy and
NAVI NSGEN, revi se NAVI NSGEN AUDGEN/ NCI S pl ans, as necessary, to
elimnate duplication in collecting and assessi ng control
defi ci enci es.

g. The DON Chief Information Oficer shall identify,
sumari ze, and report quarterly any control deficiency deened a
“significant deficiency” in accordance with reference (h).
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h. The Assistant Secretary of the Navy (Research,
Devel opnent and Acqui sition) shall:

(1) Develop and mai ntain policies and procedures
consistent with the requirenents of Appendi x B of reference (b)
for the appropriate use of charge cards, with the exception of
travel cards; and

(2) Ensure Program Executive Oficers and Direct
Reporting Program Managers have a clear chain of command for
reporting material weaknesses within the scope of their m ssion.

i. DON Major Assessable Units and their imedi ate
subor di nat es shal |

(1) Establish IC policy outlining guidance for
subordinate activities to nmeet the intent of the statutory
requi renents described in references (a) through (h);

(2) Involve nanagenent at all |evels and advocate
accountability for establishing, evaluating, and inproving |ICs;

(3) Establish a positive control environnment throughout
t heir organization;

(4) Oversee the performance of risk assessments within
t heir organization;

(5) Strongly encourage M C training for managers as
outlined in the DON M C Manual ;

(6) Appoint an organi zation M C coordi nat or and
alternate responsible for the adm nistration and coordi nati on of
the MC programand its reporting requirenents. Incorporate MC
responsibilities into the performance appraisals of the MC
coordi nator and alternate. The M C coordinator and alternate
shal | :

(a) Ensure that the MC programand its reporting
requi renents are conpleted in a tinmely manner and are
comuni cat ed t hroughout the organization;

(b) Support assessabl e unit nmanagers as needed;

(c) Obtain MCtraining, outlined in the DON M C
Manual , upon assignment of the duty as the M C coordi nator or
alternate. After initial training, MC coordinators and their
alternates shall take refresher training every 3 years; and
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(d) Apprise organization of MC training
opportunities and track MC training for MC coordi nat or and
alternates within their organization.

(7) Take corrective actions that are consistent with
| aws, regulations, and adm ni strative policy when control
deficiencies rise to the | evel of reportable condition or
mat eri al weakness; and

(8) Maintain docunentation requirenents outlined in the
DON M C Manual. The DON docunentation requirenents for the FMFI A
Overal |l Process include:

(a) An inventory of assessable units;
(b) The organization’s MC pl an;

(c) Risk assessnent docunentation;

(d) Internal control assessnents; and

(e) Corrective action docunentation for reportable
conditions and material weaknesses.

j. DON Major Assessable Units as identified in the DON M C
Manual are responsible for all requirenments outlined for DON
Maj or Assessable Units and their imedi ate subordi nates and shal |
subnmit to the Secretary of the Navy via the ASN(FM&C) an annual
MC Certification Statenent for the FMFI A Overall Process. These
statements will be the basis for the DON SOA Overall and should
be signed by the Assessable Unit Manager.

7. Reports. Reports on the MC program as reflected in the DON
M C Manual , have been assigned Report Control Synbol DD

COVWP( AR) 1618(5200) and are approved for 3 years in accordance
with reference (i).

Dionel M Aviles
Under Secretary of the Navy

Di stribution:
El ectronic only via Navy Directives Wb site
http://doni.daps.dla. ml
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DEFINITIONS

1. Assessable Unit. Any organization, function, program, or
subdivision capable of being evaluated by internal control
assessment procedures. Assessable units should be divided to
ensure the assessable unit manager a reasonable span of control
over the internal controls of the assessable unit. It must have
clear limits or boundaries, be identifiable to a specific
responsible manager. It must be small enough to provide
reasonable assurance of adequate internal controls but large
enough that any detected control deficiencies may impact the
mission. The sum of the assessable units must equal the entire
organization.

2. MAssessable Unit Manager. The head of the assessable unit. A
critical element in his or her performance appraisal plan should
address his or her Managers’ Internal Control program
performance.

3. Control Activities. The policies, procedures, technigues,
and mechanisms that enforce management directives. Control
activities occur at all levels and help ensure that actions are
taken to address risks. Examples of control activities are:

top level reviews of actual performance; reconciliation of
actual and recorded inventory; access restrictions to classified
information; and segregation of duties. This is one of the five
standards for internal control prescribed by the Government
Accountability Office in reference (f).

4. Control Deficiency. The design or operation of a control
that does not allow management or employees (in the normal
course of performing their assigned functions) to prevent or
detect fraud, waste, abuse or mismanagement in a timely manner.

5. Control Environment. The organizational structure and
culture created by management and employees to sustain
organizational support for effective internal controls. Within
the organizational structure, management must clearly: define
areas of authority and responsibility; appropriately delegate
the authority and responsibility throughout the agency;
establish a suitable hierarchy for reporting; support
appropriate human capital policies for hiring, training,
evaluating, counseling, advancing, compensating, and

Enclosure (1)
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disciplining personnel; and uphold the need for personnel to
possess and maintain the proper knowledge and skills to perform
their assigned duties as well as understand and be responsible
for maintaining effective internal controls within the
organization. This is one of the five standards for prescribed
by the Government Accountability Office in reference (f).

6. Department of Navy Annual Managers’ Internal Control (MIC)
Manual. Annual guidance prepared by the Department of Navy that
provides detailed information on the implementation of the
internal control program. The Guide provides the internal
control reporting structure, due dates, submission process,
instruction on documentation and reporting requirements,
examples of documentation and reporting requirements, and
instructions on accessing internal control training. 1In
addition, this guide serves as the Department of Defense MIC
Strategy and includes (1) a list of assessable units, (2) the
number of scheduled internal control assessments, (3) the number
of accomplished internal control assessments, and (4) progress
for accomplishing the annual program.

7. Documentation. Documentation of internal control activities
is required to the extent needed by management to control its
operations effectively and to evaluate the comprehensive nature

of their program. Documentation for an Internal Control System
is mandated by reference (b) and includes for the FMFIA Overall
Process: the Managers’ Internal Control Plan, List of

Assessable Units, Risk Assessment Documentation, Internal
Control Assessments, and Corrective Action Documentation as
described in the Department of Navy Managers’ Internal Control
Annual Manual. Documentation for FMFIA Over Financial Reporting
Process includes: Process Narratives, Flow Charts,
Organizational Charts, Risk Analyses, Internal Control
Assessments, and Corrective Action Documentation. Documentation
shall be maintained in accordance with this instruction for
subsequent review by management, inspector general, and audit
personnel.

8. FMFIA Overall Process. Establishes and assesses internal
controls for all program, operational, and administrative
controls excluding internal controls over the financial
reporting. The FMFIA Overall Process reports reasonable
assurance over internal controls (i.e. Unqualified, Qualified,
or No Assurance), identifies any material weaknesses found

2 Enclosure (1)
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during the assessment, determines plans and schedules to
promptly correct them, and determines if internal controls
achieve their intended objectives.

9. FMFIA Over Financial Reporting Process. Establishes the
internal controls for financial reporting. Reports reasonable
assurance over internal controls to include identifying any
material weaknesses found during the assessment with the plans
and schedules to promptly correct them.

10. Information and Communications. Information should be
recorded and communicated to management, and others who need it,
in a form and within a timeframe that enables them to carry out
their internal controls and other responsibilities. An
organization must have relevant, reliable, and timely
communications, with information flowing down, across, and up
the organization. This is one of the five standards for
internal control prescribed by the Government Accountability
Office in reference (f).

11. 1Internal Control. The organization, policies, and
procedures that help program and financial managers achieve
results and safeguard the integrity of their programs.
Synonymous with management control.

12. 1Internal Control Assessment. A documented evaluation on
the effectiveness and adequacy of the internal control system to
meet the mission objectives, implemented in a cost-effective way
to comply with reference (a).

13. Internal Control Standards (also called the Standards for
Internal Control). 1Issued by the Government Accountability
Office per reference (f), these are the Federal standards for
internal control. The five internal control standards are:
Control Environment, Risk Assessment, Control Activities,
Information and Communications, and Monitoring. See individual
definitions provided in this enclosure.

14. 1Internal Control System. The comprehensive sum of the
methods and measures used to achieve the internal control
objectives - both the controls and the monitoring of those
controls. It is not a separate system, but an integral part of
the management directives used to operate programs and
functions.

3 Enclosure (1)
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15. TItem to be Revisited. An internal control issue brought to
management’s attention with insufficient information to
determine whether the control deficiency is material or not.
These issues will be revisited throughout the following fiscal
year to determine the materiality of the control deficiency.

16. Management Control. Synonymous with internal control (see
definition above).

17. Managers’ Internal Control (MIC) Certification Statement.
A statement used by an assessable unit to provide reasonable
assurance that internal controls are in place and operating
effectively. The MIC Certification Statements prepared by the
Major Assessable Units will provide the primary basis for the
DON Statement of Assurance.

18. Managers’ Internal Control Plan. A brief, written plan
(updated as needed) in any format that documents the key
elements, mission, strategy, and methodologies used by an
organization to assess its internal controls. See the
Department of Navy Managers’ Internal Control Manual to assist
in preparing a Managers’ Internal Control Plan.

19. Managers’ Internal Control Program. The full scope of
management responsibilities as defined in this instruction.
These responsibilities include the development of effective
internal controls, the evaluation of internal controls and
correction of control deficiencies, the use of effective follow-
up procedures, and the documentation and reporting requirements
of this guidance. A Managers’ Internal Control Program is not
intended to be a stand-alone program, but rather incorporated
into an organization’s daily activities. The Managers’ Internal
Control program has two distinct processes, the FMFIA Overall
Process and the FMFIA Over Financial Reporting Process.

20. Material Weakness (FMFIA Overall Process). A reportable
condition or combination of reportable conditions, which is
significant enough to report to the next higher level. The
determination is a management judgment as to whether a weakness
is material.

21. Material Weakness (FMFIA Over Financial Reporting Process).
A reportable condition, or combination of reportable conditions,

4 Enclosure (1)
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that results in more than a remote likelihood that a material
misstatement of the financial statements, or other significant
financial reports, will not be prevented or detected. The
determination is a management judgment as to whether a weakness
is material.

22. Materiality (FMFIA Overall Process). The risk of error or
inability to accomplish mission objectives. The level of
materiality for each organization is based upon that particular
organization’s management’s judgment. The criteria to consider
are the following: threat to mission, threat to resources, and
threat to image. Materiality is further outlined in the DON MIC
Manual.

23. Materiality (FMFIA Over Financial Reporting Process). The
risk of error or misstatement that could occur in a financial
report that would impact management’s or users’ decisions or
conclusions based on such a report. Management must consider
how an error would affect management or operations that rely on
the key financial reports within the assessment scope. An error
that would materially affect the day-to-day decisions based on
these key reports would be considered a material error. Since
the financial reporting objectives for the day-to-day management
and operations are different than the objectives of the third
party user of the financial statements, it stands that
materiality will be different for each type of report.
Materiality is a function of management’s professional Jjudgment
and discretion.

24. Monitoring. Monitoring the effectiveness of internal
controls should occur in the normal course of business. 1In
addition, periodic reviews, reconciliations or comparisons of
data should be included as part of the regular assigned duties
of personnel. Periodic assessments should be integrated as part
of management’s continuous monitoring of internal controls,
which should be ingrained in the agency’s operations. If an
effective continuous monitoring program is in place, it can
provide the resources needed to maintain effective ICs

throughout the year. Deficiencies found in internal controls
should be reported to the appropriate personnel and management
responsible for that area. Deficiencies identified through

internal review or by an external audit should be evaluated and
corrected. Monitoring includes establishing follow-up systems
to ensure acceptable performance and prompt correction of

5 Enclosure (1)
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control deficiencies. This is one of the five standards for
internal control prescribed by the Government Accountability
Office in reference (f).

25. Reasonable Assurance. An informed judgment by management
as to the overall adequacy and effectiveness of internal
controls based upon available information that the systems of
internal controls are operating as intended by references (a)
through (c).

26. Reportable Condition (FMFIA Overall Process). A control
deficiency, or combination of control deficiencies, that
adversely affects the ability to meet mission objectives but are
not deemed by the Head of the Component as serious enough to
report as material weaknesses. These deficiencies were formerly
known as “Significant Issues.”

27. Reportable Condition (FMFIA Over Financial Reporting
Process). A control deficiency, or combination of control
deficiencies, that adversely affects the entity’s ability to
initiate, authorize, record, process, or report external
financial data reliably in accordance with generally accepted
accounting principles such that there is more than a remote
likelihood that a misstatement of the entity’s financial
statements, or other significant financial reports, is more than
inconsequential and will not be prevented or detected.

28. Risk. The probable or potential adverse effects from
inadequate internal controls that may result in the loss of
resources or cause a command to fail to accomplish mission
objectives through fraud, error or mismanagement. Risk is
measured by the likelihood and the impact of the event having a
negative effect. Examples of risk contributors include:
complex transactions, pilferable items, and cross-functional
processes.

29. Risk Assessment. The identification of internal and
external risks that may prevent the organization from meeting
its objectives. When identifying risks, management should take
into account relevant interactions within the organization as
well as with outside organizations. Management should also
consider previous findings; e.g., auditor-identified, internal
management reviews, or noncompliance with laws and regulations
when identifying risks. Identified risks should then be

o Enclosure (1)
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analyzed for their potential effect or impact on the agency.
Risk Assessment is one of the five standards for internal
control prescribed by the Government Accountability Office in
reference (f).

30. Senior Accountability Official. The senior official
(member of the Senior Executive Service or a Flag Officer) who
has the ability to understand and correct a specific material
weakness according to the proposed corrective action plan.

31. Senior Assessment Team. A team of senior level executives
that provides oversight of assessing and documenting the
effectiveness of internal controls over financial reporting.

32. Senior Management Council. A committee or board of senior
level executives that convenes to advise the Under Secretary of
the Navy on IC matters, to include the identification of IC
deficiencies that merit reporting as material weaknesses.

33. Senior Manager. A senior official who is a member of the
highest level of management or leadership of the organization.

34. Statement of Assurance. Certification of internal controls
of the FMFIA Overall Process and FMFIA Over Financial Reporting
Process used to prepare the Department of Defense Performance
and Accountability Report in accordance with reference (a). The
Statement of Assurance is a department-wide statement used to
disclose material weaknesses identified in the annual process
and describes plans and schedules to correct any reported
material weaknesses.

7 Enclosure (1)



