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1.0 NAVAL SUPPLY SYSTEMS COMMAND (NAVSUP)

1.1 NAVSUP Organization

Naval Supply Systems Command (NAVSUP) provides a variety of products and services directly to Combatant Commanders and virtually all elements of the other Department of the Navy (DoN) hardware systems commands (SYSCOM).  NAVSUP is organizationally configured to affect a customer facing posture to the maximum extent possible.  Figure 1 below provides a large scale view of the NAVSUP claimancy.
Figure 1

1.2 NAVSUP Mission

NAVSUP’s mission is to provide Navy, Marine Corps, Joint and Allied Forces with products and services that deliver combat capability through logistics.  This is accomplished primarily through the management of supply chains that provide material for Navy aircraft, surface ships, submarines and their associated weapon systems.  NAVSUP provides centralized inventory management for Navy’s non-nuclear ordnance stockpile and a wide range of base operating and waterfront logistics support services.  This is comprised of coordinating material deliveries, contracting for supplies and services, and providing material management and warehousing services.
NAVSUP SIM Champion
1.3 NAVSUP SIM Champion

The NAVSUP SIM Champion will be the IUID Project Manager within the Navy Automatic Identification Technology (AIT) Office acting under the NAVSUP Chief Information Officer (CIO).
1.4 Responsibilities

The role of NAVSUP SIM Champion will not be considered an additional duty.  Core responsibilities are consistent with duties and responsibilities already defined for the IUID Project Manager (PM).  The IUID PM will be responsible for the following:
•
Participate as an active member of the LCII WG.

•
Act as primary functional liaison between SYSCOMS, DASN, COCOMS, other Component Services and DoD Agencies with respect to IUID and SIM related information and activities.

•
Act as lead to facilitate development of NAVSUP SIM Plan compliant with OSD and DoN policy and guidelines.

•
Act as lead to ensure designated IUID and SIM metrics are collected and reported on in accordance with agreements and directives.

•
Ensure the NAVSUP SIM Plan appendix is reviewed at least annually and updated as required.

•
Assess risks and report on risk management strategies.

•
Help formulate input to create and update policy, doctrine and requirements documents to create a robust SIM developmental and operational environment.

NAVSUP SIM Strategy

1.5 Strategy Overview

NAVSUP is not a process owner for organic, intermediate or large scale depot maintenance activities.  Neither does NAVSUP possess PEO or Program Management responsibilities for ACAT 1D and similar large scale acquisition programs.  NAVSUP’s direct engagement with SIM will be more limited in scope manifesting itself primarily as one of a support role.  In this capacity NAVSUP’s major contribution will be to work with SYSCOMs, OSD and other component services and DoD Agencies, as appropriate, to facilitate standardization in the application of Automatic Identification Technology (AIT) and AIS interoperability as they pertain to SIM.  Planning for a fully functional SIM program will take place in those areas where NAVSUP possesses direct oversight and responsibility for SIM actions for SIM enabled material.  This includes collecting, managing and distributing information and reports to the wider Naval community to complete an asset’s information portrait where such information is resident uniquely within the NAVSUP claimancy.
NAVSUP recognizes that the implementation of SIM will be a long-term process affecting and affected by other efforts such as specific Enterprise Resource Planning (ERP) development underway within Navy and DLA and the POM process among others.  Additionally, while the DoN strategic approach to SIM strategic planning is for each SYSCOM to develop its own plan NAVSUP is mindful of the necessity to develop and operate in a collaborative environment for a common goal.  This is important considering NAVSUP’s role in providing a level of support to other SYSCOMs in certain areas.  This necessitates a more generic start working quickly toward a comprehensive and actionable SIM strategy as NAVSUP gains clarity regarding content and intent of other SIM strategy documents.  
The long lead time to achieve a common DoN SIM implementation will almost assuredly drive significant changes to any plan crafted today.  This is due to emerging technologies, real world contingencies and the likelihood that legacy SIM-enabled material will not completely be IUID marked until well into the next decade.  This does not obviate NAVSUP’s responsibility to push forward in developing a robust SIM strategy.  It does dictate a measured approach to achieve realistic objectives and goals over the duration of the anticipated implementation window.  To mitigate these issues NAVSUP assumes a posture of incremental development.  This approach dictates a more general plan crafted and adopted early in the process with increasingly detailed additions added as the resourcing and operating requirement (including IT) are more clearly defined.
1.6 Life Cycle Item Identification Working Group (LCII WG)

NAVSUP will actively participate and support the LCII WG chartered in 2008.  NAVSUP’s principal representative will be the SIM Champion but may include other supporting representatives from time to time as appropriate.
1.7 IUID

NAVSUP recognizes that the success of SIM is predicated in large part upon Item Unique Identification (IUID). The ability to uniquely associate an item with its pedigree data using a Unique Item Identifier (UII) is a foundational element upon which the SIM program is constructed.  A robust and actionable IUID plan will help lead to meeting the twin OSD requirements to 1) mark new acquisition items of tangible personal property being recorded into DoD ownership and accountability records; and 2) to mark legacy tangible personal property items that meet one or more of the requirements for marking with IUID.  Among others this plan will include elements of the following areas addressed in greater detail below:

· Legacy part marking

· Contracts construction for acquisition of new parts

· Warrantees

· Product Data Quality Reporting

1.7.1 Legacy Part Marking

NAVSUP will work with internal NAVSUP activities and external DoN/DoD activities and organizations to effect an actionable plan(s) to identify and mark items and register the associated Unique Item Identifiers (UII) for NAVSUP owned and managed assets meeting the requirements for IUID.
1.7.2 Contracts Construction for Acquisition of New Parts

NAVSUP will act, commensurate with available resources, to work with NAVSUP contracting activities to ensure acquisition personnel are properly executing the requirement to include IUID into contracts for tangible personal property.  This will be accomplished by using the OSD IUID Quality Assurance Guide and similar educational tools combined with oversight by cognizant points of authority within NAVSUP.  The effort will address not only the requirement to include the IUID DFARS Clause 252.211-7003 but also how to properly address IUID in the following sections of a standard format government contract:

· Section B – Supplies or Services and Prices / Cost

· Section C – Description / Specifications / Statement of Work

· Section E – Inspection and Acceptance

· Section F – Deliveries or Performance; and 

· Section I – Contract Clauses

1.7.3 Warrantees

Beginning in the Initial Operating Capability (IOC) phase (see paragraph 3.4 below) effort will be made to work with Hardware Systems Commands (HSC) to leverage IUID to enhance the ability to quickly and accurately identify warrantee status for individual assets at the lowest level of repair; e.g., organizational (O) level repair. Using the associated pedigree data captured in the IUID Registry and associated data in other databases the warrantee status would be assessed and the item transported to the appropriate point for warrantee action under a suspended condition code until disposition is determined. This capability is dependent upon the DoD IUID Registry incorporating more robust warrantee information within its database accessible for review.

This warrantee status check would include the presence or absence of a warrantee; the conditions under which the warrantee is actionable (e.g., number of operating hours); and location(s) of return points for warrantee servicing including designated POCs.  This effort would take the form of working with HSCs and fleet elements to develop a process for warrantee status checks at the lowest repair level practicable and coordination and information exchange with ATAC sites, Coordination between HSCs, designated overhaul points and contractually identified warrantee points will be required to support SIM goals in this area.  

1.7.4 Product Data Quality Reporting

The ability to consistently provide the warfighter with end items and repair parts of the highest quality is dependent on the ability to easily and accurately capture product quality information for use in Mean Time Between Failure (MTBF) trend analysis and contractor performance monitoring.  The insertion of IUID into this process provides a level of detail and usefulness not previously attainable.

Specific incidences of product quality deficiency are currently being captured using the Product Quality Deficiency Report (SF 368).  Data is captured with a level of detail down to the National Stock Number.  Guidance on the use of this form and the operation of the supported product quality data management process is delineated in SECNAVINST 4855.3b dated 22 December 2005 and entitled, “PRODUCT DATA REPORTING AND EVALUATION PROGRAM (PDREP).  The insertion of IUID into this process would allow more detailed and accurate trending and analysis to the level of individual assets.  

NAVSUP will coordinate with NAVSEA (PDREP functional manager) to determine the feasibility of incorporating IUID functionality into the PQDR reporting system.  NAVSUP will work with NAVICP to use this additional level of detail, when available in PDREP business processes, to increase the level of detail with which assets can be managed.  

For example, the MTBF for a set of like items identified individually using IUID might be conducted with one segment of the assets showing an MTBF well below the mean and another group with an MTBF clearly above the mean.  Root cause analysis could be conducted with a result that the two groups were consistently repaired at two separate sites or levels of repair.  Analysis of the repair processes at the two sites may reveal the site with a reduced MTBF had a poorly managed training program for maintenance and repair of these items.  The other site had a superior training program.  Improving the training at the first site by using lessons learned from the second would likely improve the overall MTBF for the universe of items ultimately improving the Ao for that item group and consequently enhancing support to the war fighter.  In another example, the root cause analysis of the specific items with a reduced MTBF might reveal a flaw in the overall maintenance philosophy leading to a change in the level of repair.

Beginning in the Initial Operating Capability (IOC) phase (see paragraph 3.4 below) effort will be made to work with NAVSEA to determine the feasibility of including IUID into the PDREP process and develop information flows and business rules to pass information to NAVSUP Item Managers.  

1.8 Initial Operating Capacity (IOC)

IOC planning is comprised of 1) identification of milestones; and 2) development of a timeline.  Further, because NAVSUP will likely provide some measure of support for other SYSCOMs with respect to elements of AIT/AIS/data management IOC planning will occur in two parts that may be implemented in a non-sequential manner.  They are:
· NAVSUP unique SIM planning

· Collaborative planning efforts with other SYSCOMS/DASN(A&LM)

The number of NAVSUP owned and managed SIM candidate assets is expected to be a relatively small sub-set of the full universe of Navy SIM candidates.  Without direct responsibility for intermediate and depot level maintenance activities and actions NAVSUP will focus IOC actions toward the identification and designation of SIM candidate assets within its sphere of responsibility and facilitating the standardization of AIT across the Navy Enterprise in support of IUID/SIM.  
In pursuit of IOC the SIM Champion will reach out to COMFISCS, NEXCOM, NAVSISA, NOLSC and NAVICP on behalf of DASN and the other SYSCOM SIM Champions to affect full bi-directional communication of the concept and vision, benefits, requirements and actions leading to goal achievement.  The NAVSUP SIM Champion will also treat each NAVSUP ACOS a key stakeholder in the SIM IOC planning process.

1.9 Full Operating Capacity (FOC)

The FOC for SIM is predicated on attainment of two major goals.  First, all, or at least, the preponderance of Navy owned assets identified as SIM candidates must be IUID-enabled.  Second, IUID and SIM functionalities must both be embedded within Navy’s ERP system.  It is likely that a fully robust Navy SIM program is also dependent upon IUID and SIM functionalities embedded within DLA’s ERP system as well.  These and associated dependent actions / goals will required dedicated and sustained long term funding.  
In the NAVSUP FOC model data capture, management and information transfer for Navy owned SIM candidate assets managed by NAVSUP/NAVICP will be accomplished primarily with ERP. This will include any identified current AIS’ that will be incorporated into the ERP system as a ‘bolt-on’ such as Ordnance Information System (OIS).
In pursuit of FOC the SIM Champion will reach out to COMFISCS, NEXCOM, NAVSISA, NOLSC and NAVICP on behalf of DASN and the other SYSCOM SIM Champions to affect full bi-directional communication of the concept and vision, benefits, requirements and actions leading to goal achievement.  The NAVSUP SIM Champion will also treat each NAVSUP ACOS a key stakeholder in the SIM FOC planning process.

1.10 AIT/AIS

The use of automatic identification technology and automated information systems are fundamental to a successful SIM program. NAVSUP has identified the following AIS’ as integral to moving DoN forward toward achieving a FOC SIM business model.
· Electronic Retrograde Management System (eRMS)

· Contractor Asset Visibility System (CAV)

· Ordnance Information System (OIS)

· One Touch Supply (OTS)

· Navy Enterprise Resource Management Systems (ERP)1
The incorporation of SIM functionality into these AIS’ will require agreement on Navy SIM business rules that, in turn, allow the identification of specific data elements required to operate in the SIM business environment.  NAVSUP will work with Enterprise business partners for both AIS support and business rule development as well as other SYSCOMs and DASN to design appropriate business rules and initiate planning for identification of associated data elements.
Note 1: Specific functional, resourcing and planning issues for Navy ERP are outside the scope of this appendix and are addressed separately in the body of the Navy SIM Strategy.
1.11 Metrics

A system of metrics is designed to measure deviation from a pre-defined quantified goal or objective.  Inherent is the ability to recognize deviations and take appropriate action to return to a state of homeostasis.  In developing a DoN SIM plan two separate but related strategic goals are in place. First is the effort to plan for and implement a SIM program.  Second is the requirement to transition into an operational mode.  Each of these requires a different set of metrics.
A separate but critical use of metrics is to aid in perpetuating an operational atmosphere of continuous process improvement (CPI).  As deviations are recognized as trends with management focus applied through the conduct of root cause analysis and similar management tools it is to be expected that possible improvements to existing processes will be recognized.  NAVSUP will develop metrics but also a plan to use and manage metrics to ensure both optimal functioning of the SIM strategy and the ability to use metric driven data in conjunction with other indicators to foster an environment of CPI across the claimancy and among the DoN enterprise.
Of immediate importance is the development of a system of metrics for the planning and implementation phase of the program.  This effort will begin  concurrent with other SIM planning actions.  These metrics should reflect adherence to the planned actions necessary to develop and implement SIM across the Navy.  Some of these metrics will be universal in requirement and definition across DoN.  Others will be unique to an individual SYSCOM.  NAVSUP will collaborate with DASN(A&LM) and other SYSCOMs to identify those metrics with more universal application collaborating to standardize data format, data element capture requirements, reporting formats, AIT/AIS issues and data collection and analysis methodologies.  A metric system unique to NAVSUP IUID/SIM requirements will be developed as required.
The development of metrics for an operational SIM program will be held in abeyance until greater clarity is established regarding the resourcing, function and construct of the DoN SIM program.
1.12 Risk Management

Risk management is the process of deciding how to identify and manage possible events that might affect a project positively (opportunities) or negatively (threats).  The amount of effort expended on risk management planning should be directly proportional to the actual level of risk involved and to the importance of the project to the organization.  Risk management involves first identifying risks using qualitative and/or quantitative methods.  The next phase is crafting a realistic risk response plan.  
The DoD SIM strategy may encounter opportunities and threats from various sources such as:

· Funding – i.e., a reduction or increase in availability 

· Personnel – i.e., an unscheduled loss or addition 

· Policy – i.e., a change in priority, accountability or responsibility

· AIS/AIT – i.e., a significant technological change or redirection of assets

· Real world contingencies – i.e., a world action that would affect one of more of the above

NAVSUP will initiate risk management as part of the initial SIM planning for both NAVSUP unique and collaborative SIM planning efforts.  Where NAVSUP provides a supportive role to other SYSCOMs NAVSUP will contribute to a larger risk management process.
Resource Requirements

1.13 General

NAVSUP anticipates that recognition of the value of SIM (and it’s foundational element IUID) will increase across DoN.  This will occur because 1) as the value of IUID/SIM becomes clearer a greater emphasis on resourcing from existing funding streams will likely occur; and 2) as the quantified and qualified value of IUID/SIM is recognized a greater effort will be placed to obtain funding via POM leading to eventual normalization of resourcing.  At the current time resourcing from other funding streams is problematic resulting in SIM/IUID efforts being more sparsely resourced requiring a measured and realistic approach to goal attainment.  Over time resourcing should increase allowing more robust program goal attainment.
1.14 Purposes

The application of financial and personnel resources will be to any and all of the following:
· AIS enhancement

· AIT standardization (economy of scale purchases for DoN)

· IUID implementation

· Policy development (NAVSUP specific and in tandem with DASN(A&LM))

· Education/training outreach to NAVSUP activities (i.e., contracting, ICP)

1.15 Budget

Realistic and actionable budget plans are crafted using the twin tools of real and anticipated funding assessments and specific, well defined goals and milestones to create a time-phased plan for the use of money.  NAVSUP will develop a budget planning strategy that reflects the realities of current and anticipated resourcing opportunities measured against specific IUID/SIM actions and goals being developed within the claimancy and across DoN.  This budget planning process must consider requirements to include IUID and SIM functionalities within both Navy and DLA ongoing ERP efforts including time frames and milestones.  Initial budget planning will be more notional becoming normalized and funding streams are identified.
CONTACT NAVSUP

1.16 Comments and Questions

Direct comments and questions regarding this Appendix and its contents to:


Jerry Zamer, NAVSUP AIT Program Office


(717) 605-7044


Jerry.Zamer@navy.mil 
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